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Introduction

This CR proposes a new <mgmtObj> specialization to store general credentials for a device.

In addition to, for example, network identification and authentication, a device might also need credentials to authenticate with third party components such as message broker or an additional non-oneM2M backend components which are out-of-scope of the common oneM2M Mca communication specification. Beside the already available specializations, for example for OAuth2, storing simple username/password combinations or tokens are currently not supported. Though it is recommended to utilize more modern authentication schemes, basic or token-based authentication is still widely used in legacy installations, and in installations that cannot afford or utilize an operated trust infrastructure.

The following diagram shows the general flow. An AE on an ADN requires credentials to access services on a non-oneM2M service. A CSE stores the credentials for that ADN together with other management information and makes them available via Mca. The usual oneM2M security and access methods do apply here, though an implementation may choose to store credentials in a more secure way.



A similar <flexContainer> specialization is specified in TS-0023, 5.3.1.27 “credentials”. That specialization may be added or referenced to <flexContainer> - based device management in TS-0023 to provide the same functionality as well. This would be for another CR.

This is a mirror CR for SDS-2021-0185R01-Adding\_[credentials]\_specialization\_to\_TS-0022 for TS-0004

Change 1 provides an update of TS-0001, Table 9.6.1.2.1-1: <mgmtObj> Specializations.

Question: The TS-0022 mgmtObj specializations are not listed in TS-0001, Table 9.6.18-1: Child resources of <node> resource. But where are they, e.g. to state the cardinality.

### \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* Start of Change 1 \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

##### 9.6.1.2.1 Specializations of <*mgmtObj*>

Table 9.6.1.2.1-1 lists specializations of the *<mgmtObj>* resource type in which the *mgmtDefinition* attribute contains an enumerated value that provides further definition of the resource.

Table 9.6.1.2.1-1: <*mgmtObj*> Specializations

| Resource specialization  | Short Description | Child Resource Types | Parent Resource Types | Clause |
| --- | --- | --- | --- | --- |
| *activeCmdhPolicy* | Provides a link to the currently active set of CMDH policies | None specified | *node* | D.12.1 |
| *areaNwkDeviceInfo* | Provides information about the Node in the M2M Area Network | *subscription* | *node* | D.6 |
| *areaNwkInfo* | Describes the list of Nodes attached behind the MN node and its physical or underlying relation among the nodes in the M2M Area Network | *subscription* | *node* | D.5 |
| *battery* | Provides the power information of the node (e.g. remaining battery charge) | *subscription* | *node* | D.7 |
| *cmdhBuffer* | Defines CMDH buffer usage limits | *subscription* | *cmdhPolicy* | D.12.8 |
| *cmdhDefaults* | Defines CMDH default values | *cmdhDefEcValue, cmdhEcDefParamValues**subscription* | *cmdhPolicy* | D.12.2 |
| *cmdhEcDefParamValues* | Represent a specific set of default values for the CMDH related parameters | *subscription* | *cmdhDefaults* | D.12.4 |
| *cmdhDefEcValue* | Defines a value for the ***Event Category*** parameter of an incoming request when it is not defined | *subscription* | *cmdhDefaults* | D.12.3 |
| *cmdhLimits* | Defines limits for CMDH related parameter values | *subscription* | *cmdhPolicy* | D.12.5 |
| *cmdhNetworkAccessRules* | Defines rules for the usage of underlying networks | *cmdhNwAccessRule,**subscription* | *cmdhPolicy* | D.12.6 |
| *cmdhNwAccessRule* | Defines a rule for the usage of underlying networks | *subscription* | *cmdhNetworkAccessRules* | D.12.7 |
| *cmdhPolicy* | A set of rules defining which CMDH parameters will be used by default | *cmdhDefaults, cmdhLimits, cmdhNetworkAccessRules, cmdhBuffer,* *subscription* | *node* | D.12 |
| *deviceCapability* | Contains information about the capability supported by the Node | *subscription* | *node* | D.9 |
| *deviceInfo* | Contains information about the identity, manufacturer and model number of the device | *subscription* | *node* | D.8 |
| *eventLog* | Contains information about the log of events of the Node | *subscription* | *node* | D.11 |
| *firmware* | Provides information about the firmware of the Node (e.g. name, version) | *subscription* | *node* | D.2 |
| *memory* | Provides the memory (typically RAM) information of the node (e.g. the amount of total volatile memory) | *subscription* | *node* | D.4 |
| *reboot* | Used to reboot or reset the Node | *subscription* | *node* | D.10 |
| *software* | Provides information about the software of the Node | *subscription* | *node* | D.3 |
| *registration* | To convey the service layer configuration information | *subscription* | *node* | 7.1 in [10] |
| *dataCollection* | To convey the application configuration information | *subscription* | *node* | 7.2 in [10] |
| *authenticationProfile* | To convey the configuration information regarding establishing mutually-authenticated secure communications | *subscription* | *node* | 7.1 in [10] |
| *myCertFileCred* | To configure a certificate or certificate chain | *subscription* | *authenticationProfile* | 7.1 in [10] |
| *trustAnchorCred* | To identify a trust anchor certificate for validation of certificates | *subscription* | *authenticationProfile* | 7.1 in [10] |
| *MAFClientRegCfg* | To convey instructions regarding the MAF Client Registration procedure | *subscription* | *authenticationProfile* | 7.1 in [10] |
| *wifiClient* | To set up configuration of WiFi connection on the client device. | *subscription* | *node* | 7.1 in [10] |
| *storage* | To manage available storage memory on the device | *subscription* | *node* | D.13 |
| *OAuth2Authentication* | To store access token and refresh token used in OAuth2 security protocol | *subscription* | *node* | 7.1 in [10] |
| *credentials* | To store credentials on the client device for authentications | *Subscription* | *node* | 7.1 in [10] |

### \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change 1 \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*